
 

 

Keeping your Business Secure in Troubling Times 

 

 

 

Technology is now more important than ever and many of us of are fortunate to have a 

business that can continue to run safely and support others through this time. 

The Cyber Criminals are preparing and unfortunately, they will be targeting us at our 

weakest.  

The coronavirus phishing scam is where a fraudster fakes an email from a public health 

organization offering advice about COVID-19. 

 

The emails appear to be from legitimate sources, such as:  

• The World Health Organization (WHO) 
• The Centers for Disease Control and Prevention (CDC) 
• University and college health services 

The messages offer information about the coronavirus to get you to provide your personal 

information or download malware (malicious software). 

 

How to protect your business 

 

Read your emails carefully and watch out for these red flags: 

 

1. Check the subject header and domain name for errors. 

2. Look for spelling and grammar mistakes. 

3. Before clicking links, hover over them to confirm they are legitimate. 

4. Don’t respond to companies or people you don’t know. 

5. Never give out personal information through email. 

 


